IRONKEY VAULT PRIVACY 50 SERIES

Kingston IronKey™ Vault Privacy 50 and 50C are premium drives with FIPS 197 certified XTS-AES 256-bit hardware-encryption, including safeguards against Brute Force password attacks and against BadUSB with digitally-signed firmware. Dual Read-Only modes protect against malware and facilitate drive sharing. Kingston’s Customization Program allows for Co-Logo, Profile changes, or unique Product ID (PID) for integration with standard Endpoint Management software.

Additional Features:

- Virtual Keyboard to Shield Password Entry from Keyloggers and Screenloggers
- "Eye" Button to View Password as Entered
- Waterproof
- Locally Managed Drive
- TAA Compliant - Assembled in USA

IronKey Vault Privacy 50 Series

<table>
<thead>
<tr>
<th>USB Type-A</th>
<th>USB Type-C®1</th>
</tr>
</thead>
<tbody>
<tr>
<td>IKVP50/8GB</td>
<td>IKVP50C/8GB</td>
</tr>
<tr>
<td>IKVP50/16GB</td>
<td>IKVP50C/16GB</td>
</tr>
<tr>
<td>IKVP50/32GB</td>
<td>IKVP50C/32GB</td>
</tr>
<tr>
<td>IKVP50/64GB</td>
<td>IKVP50C/64GB</td>
</tr>
<tr>
<td>IKVP50/128GB</td>
<td>IKVP50C/128GB</td>
</tr>
<tr>
<td>IKVP50/256GB</td>
<td>IKVP50C/256GB</td>
</tr>
</tbody>
</table>

1. USB Type-C® and USB-C® are registered trademarks of USB Implementers Forum
2. Some of the listed capacity on a Flash storage device is used for formatting and other functions and thus is not available for data storage. As such, the actual available capacity for data storage is less than what is listed on the products. For more information, go to Kingston’s Flash Memory Guide at kingston.com//flashguide.
3. Speed of USB 3.2 Gen1. Speed may vary due to host hardware, software and usage.
4. Product must be clean and dry before use.
Click to View Pricing, Inventory, Delivery & Lifecycle Information:

**Kingston:**
- IKVP50/128GB
- IKVP50/16GB
- IKVP50/256GB
- IKVP50/32GB
- IKVP50/64GB
- IKVP50/8GB
- IKVP50C/128GB
- IKVP50C/16GB
- IKVP50C/256GB
- IKVP50C/32GB
- IKVP50C/64GB
- IKVP50C/8GB